
PHISHING LURES

The Unexpected File
ON A DAY when you aren’t expecting it, you find an email in 
your inbox with an attached file. It may appear to be from your 
school, an old subscription service, or even a manager or 
friend. The email sounds urgent - open the file now, or some-
thing bad could happen!

DON’T BE FOOLED. It’s okay to be skeptical of emails you 
weren’t anticipating, and it’s doubly okay to take your time in 
verifying the sender. Identity thieves and hackers want you to 
act quickly; reputable organizations, on the other hand, won’t 
use fear or pressure to convince you to act.
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