
HOW DO YOU KNOW IF YOU’VE BEEN

hacked?

YOUR BROWSER TELLS YOU
Unwanted browser toolbars, homepages, or 

plugins appear unexpectedly. You’re seeing lots of 
pop-ups or web page redirects. Your online 

passwords don’t work.

YOUR SOFTWARE TELLS YOU
New accounts appear on your device. Your 

antivirus software pulls up red alerts. You get 
messages from software you don’t recall 

installing. Programs crash randomly.

YOUR EMAIL TELLS YOU
You receive a notification from a company that 
has recently suffered a cybersecurity breach.

YOUR FRIENDS TELL YOU
They’ve received a spammy or phishy e-mail from 

your email account, social media, messaging 
apps, or SMS.

YOUR PHONE TELLS YOU
Battery and data usage are higher than normal. 
Charges for premium SMS numbers show up on 

your bill.

YOUR BANK TELLS YOU
You receive collection calls. There’s money missing 

from your bank account. You get messages and 
receipts for things you didn’t buy.
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